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Course: Cybersecurity

In recent vyears, organizations have been facing
constant challenges in relation to the use of the
Internet, although it offers a number of benefits, it
also implies a high risk and exposure to cyber-
attacks. For this reason, it is essential for today's
resilient organizations to have robust cybersecurity in
order to minimize the impacts that vulnerabilities can
bring.

Information: marketing@iteamgroupcorp.com
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Description:
Workshop with basic knowledge of Cybersecurity for people who are new to the
practice.

Duration:
16 hours

Knowledge to be Acquired:

—

. Cyber threat management..
. Trends in cyber threats.
Cyber Threat Management Process.

Cyber Incident Management Plan.

CSIRT Conformation.
Cybersecurity preventive controls.

Attack vectors.
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Signs of an incident.
10.Cycle of management of the cyber incident.
11.Techniques of response to a cyber incident.

12.What is computer forensics?

Phases of the Cyber Incident Management Plan.

Included:

Support material -
student's guide.

Personal certificate of
the 16 hours attended.



